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Description

Killapps is a program who allows you to choose which applications are authorized or not to run on some computers of the network.

Applications are identified with a name that is often seen in the title bar.

Killapps is a program running in background on the protected computers.

Killapps is invisible for the users of the machines.

The list of applications is placed in a file located generally in a shared folder on the teacher's/supervisor's computer.

Take a look in killapps.txt

Installation /configuration

1) Choose/create a folder on the teacher's/supervisor's computer and share it.

Put killapps.txt in this folder. You can rename this file but don't forget to change the value of the key "remotefile" in section [options] in the file named killapps.ini before installation.

2) If the shared folder is password protected, you must add values for username and password in killapps.ini 

The password is encrypted with DES. You must enter the crypted result for password.

The program listapps.exe allows you to encrypt / decrypt passwords.

3) With listapps.exe, it is possible to list the names of applications running on your machine.

This list can be saved and you can copy/paste some names in the application file (killapps.txt) 

4) Edit the applications file (killapps.txt) with the names of authorized / unauthorized applications.

You can also complete these names with time restrictions.

Applications for all the machines are located in the [common] section.

Applications for a specified machine are located in [machinename] section.

Keys like yes1, yes2, .., yesx are for authorized applications.

Keys like no1, no2, .., nox are for unauthorized applications.

IMPORTANT: By default, no applications are authorized to on the machines.

You must add all the necessary applications in the application file.

Applications such as login, standard applications must be added.

5) Time restriction (if required) is added after the name of the application. 

Listapps.exe can help you to generate time restrictions with the correct syntax.

6) If required, you can rename the program killapps.exe and the file killapps.ini.

It is important to have the same name for both files.

7) Go on every machine you want to control and run killapps.exe.

After this the program prompts for installation.

Answer yes and the program will be copied, with killapps.ini, on the computer.

The program will be executer next time you run the computer.

8) If necessary, you can enable the interface by stroking the hotkeys sequences.

By default, it is set to Ctrl-Alt-F12 and next Ctrl-Shift-4.

This can be changed in the ini file or from the interface.

9) If you want to remotely stop the program, add the key quit=1 in the application file.

You can also update (update=1) or uninstall (uninstall=1) the program. 

When the action is completed (depending of the value FileInterval in the ini file), remove the key or set the value to 0

(Ex: quit=0)

10) If the teacher's/supervisor's computer is off, all applications are authorized except if the value ProcessIfNoHost in section [options] in the ini file or application file is set to 1 (by default the value is set to 0)

